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Known Issue: After acknowledging that an attempted password update may not duplicate a recently
used password, the Cancel button on the Change Password dialog s disabled.

Workaround: Users may click the “X” to close the dialog if they do not wish to continue the
password update process.

User Role Changes

The permissions of the Incident Management Team role have been modified to prevent users with this
role from taking actions on requests. NOTE: The restrictions of this role override permissions of
other roles (e.g., Dispatcher) so care should be taken when assigning it in conjunction with other
roles. Table 1 lists the new permissions and restrictions of the IMT role.

Screen Permitted Actions Restrictions
Tncident List « Addincident(s) to Most Recent | » May not “Go To™ Incident screen
list.

Filter and view resources
Action > Add documentation
“Go To” New Request screen
All View and Print options
Create requests

View Notifications

Tncident Resources No other Action options

No other “Go To” options

New Request
Notification —

Action Required
Notification —No

May not Place Request(s) Up
No “Go To” Options

Action

View Notifications
“Go To™ Request Status screen

None

Personal Sctings

All

None

Reports

Run all canned and User
Community reports

None

Request Stafus

Filter and view requests
Action > Add documentation
All View and Print options

May not Manage Financial Codes
No other Action options
No “Go To” options

Search for
Resources

Search
All View Options

None

Table 1 — New permitted and restricted actions for the Incident Management Team role.

A new Expanded Dispatch role has been created and allows access to the same screens and functions
as the Dispatcher role with the following exceptions. Users with the new role may not create
incidents or initial reports and they may not status resources. The Expanded Dispatch role may not be
assigned concwrrently with the Dispatcher, Dispatch Manager or Office Not Dispatching — ROSS roles.

* The new password length requirements will be enforced when the user's current password expires.
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Northern Rockies 

Dispatch Steering Committee

Task Order Form


	Submitter:
	Northern Rockies Center Managers
	Date:
	10/23/08, updated 11/06/09, 7/23/10, CLOSED 4/2/12

	Phone Number:
	     
	Email address:
	     

	TASK #04 – Alyssa Stewart assigned.

	ISSUE/PROBLEM:  Describe your issue/s in no more than 2 paragraphs

	Incident Management Teams are requesting access to ROSS, mainly to view and print orders and access the reporting system. 
(11/09) The IMT user role in ROSS allows both viewing and printing and reporting, but also allows creating new requests, though it does not allow a user with only IMT to place requests up. See attached table permissions and restrictions on the IMT user role (pg 3). 
Experience among dispatch centers is that teams sometimes use their access inappropriately and not based on the rules laid out when access is given. This can cause a tremendous amount of confusion at a local level, as well as a GACC level if proper communication channels are not followed when changing status of orders.


	HISTORY/BACKGROUND: Describe the history associated with the issue/s (1 page or less)

	Specific instances:
2008 Season or pre-2008

Carol @ KIC had an ORDM manipulate requests when given IMT user access

Gail @ GDC had an ORDM manipulate requests after business hours

Nancy @ MDC has given access to teams when requested under specific rules, including allowing the IMT to create requests, but not place them

2009 Season

No specific issues reported. Karla at HDC reported Truman’s team worked in ROSS and it went well.


	POLICY: Describe the policy or regulation that is relevant to your issue/s. If no policy or regulation is associated with your issue, just write not applicable (N/A).

	There is no official policy or agreement between centers and IMTs when ROSS access is given. Access is negotiated one on one between the ORDM/whoever requests access and the Center Manager, usually after the team in-briefing.

	FACTORS AFFECTING THE ISSUE: Discuss key factors that should be taken into account when addressing the issues.

	1. Teams want access to reports, but their main interest is in viewing and printing orders for tracking purposes.
2. The current IMT role in ROSS allows more than the above, which can be used inappropriately.

3. Teams in other regions sometimes have dispatchers on the team roster who work in the requesting unit dispatch.

a. Concerns:

i. What level of dispatcher would meet these needs?

ii. How could a dispatch center guarantee availability – or should they be rostered and travel with the team?

	RECOMMENDATIONS/SOLUTIONS: Identify your recommendations or solutions to the issue/s you have described

	1. Advocate with the ROSS change board a user role that would meet the IMT needs without allowing access to manipulation of incident and request data if one does not already exist.

*Update 11/2009 – the IMT user role allows users to create new requests, but not to edit them or place them up. The role does not allow users to “go to” the incident screen, so they cannot manipulate incidents. This meets this recommendation.
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Permissions and restrictions on IMT user role
2. Develop a template for agreement with IMT regarding ROSS access that could be used by dispatch centers. Not all centers would have the same requirements, so it should be easily changed to meet centers needs.

*Update 11/2009 – no templates or agreements have been submitted to the NRDSC. At this point, the committee is going to put this recommendation on hold and explore #3, below.
3. Work with team ORDM’s and dispatch centers to train ORDM’s to use ROSS effectively. Consider holding a specific ROSS Practice day for ORDMs.
*Update 7/2010 – centers reported that response from ORDMs was mixed. Some centers did have ORDMs practice, others did not. ORDMs were notified by their centers of ROSS practice opportunities. Team ICs were notified of ROSS practice opportunities for their team members. It’s unknown whether having the ORDMs practice will improve ROSS access issues.

4. Consider sending dispatcher to fire camp to work with/for ORDMs. Several centers have reported success with this tactic.

	TASK ORDERS TO DISPATCH STEERING COMMITTEE: The Northern Rockies Dispatch Steering Committee will prioritize the task order based on the information provided on this form.  NRDSC may request additional input.

	1. Explore ROSS user roles to determine if there is a user role that would meet IMT needs.
11/09 – Done. IMT user role meets these needs.

2. If there is not a user role that meets the needs identified, push a request to the Change Board.

11/09 – Not applicable. See #1.

3. Explore other GACC’s policies on IMT ROSS access, including having dispatchers on teams.

11/09 – Done. See attached responses (pg 4).

4. Develop a template for agreement with IMT regarding ROSS access with above factors in mind.

11/09 – No templates or agreements submitted, tabled.

5. Involve ORDM’s in ROSS Practice. 
4/12 – Have encouraged ORDMs to participate in ROSS practice since 2009. Will continue to remind centers at the dispatchers’ workshop to do so, and encourage ORDMs to work with their dispatch centers to practice at the team meetings.
6. Survey zones that have teams assigned during fire season 2010 in order to isolate what problems centers are actually having with ROSS Team Access.
4/12 – Completed. Only two teams assigned in-GACC in 2010. Survey was inconclusive as to if problems still exist.
7. Survey teams to get a better grasp on what goals our NR Teams have for ROSS access and ordering.

4/12 – Teams want access to ROSS for reports, and to enter in new requests, especially supply requests direct to the cache. Additionally, the NRK has said they like getting orders direct from the team.

	STATUS: CLOSED

	12/17/10  I have nothing to report. The team task order is at a standstill. We didn't have enough teams assigned in area in order to determine if team ordering in ROSS is still an issue. 

4/2/12 – There have been no new issues reported by the centers regarding IMT ROSS access. The above recommendations have been deemed appropriate to approach IMT ROSS access. Unless new problems arise, this task order is closed. – Alyssa 


Responses to Inquiry from other GACCs re: team access in ROSS
North Ops – Sue Gethen:

Mark,

There is an IMT role in ROSS, that is what our teams have, basically a "View Only and Reports" type roll. It has been enhanced in 2.9 so they can see more with out doing anything that can create havoc with expanded dispatchers. Call if you want more info. We also put on IMT classes each year for the teams, they also do their own rosters.

SWCC – Kenan Jaycox:

We just got done with 2 classes where we taught certain positions on our IMTs which portions of ROSS could be of benefit to them. Where appropriate and there is internet connectivity, our ORDMs will be creating requests from camp and then expanded will take the actions to fill requests. Our LSCs will be maintaining their own preorders (beta testing it with 1 team), RESLs maintain rosters, BUYTs will be able to print out orders and we are going to beta them actually filling requests that get placed with them. We'll see where it goes, but there is some potential to interface certain team positions. 
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