Conducting Safe-Mode Scan
1. Verify the most recent virus definitions are installed on your system. 

a. Double-click the Symantec Antivirus icon in the system tray
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b. Ensure the definition date is updated:
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Symantec AntiVirus

Symante Antivius can help keep your computer protected
from viuses and securty isks. Select an ke ko the left to
perform an action.

~General Information

Parent server: VIRTUAL
Clent group:
Querantine; 0ltems

[-Program Versions
Program; 10.1.7.7000

Scan engine: 813013

Vs Defintons Fll

Version! 52009 rev. 3

Givlpdate,





The definition file MUST be 4/14/2009 or later. If the definition file is NOT 4/14/2009 or later, the user should attempt to run the LiveUpdate. 

If  the LiveUpdate fails or informs the user that they already have the most recent version, the user should obtain the Symantec Intelligent Updater. The current intelligent updater (4/15/2009) can be obtained at:


http://definitions.symantec.com/defs/20090415-003-v5i32.exe
2. After confirming the most recent definition files are installed, the user must SHUT DOWN the PC.





3. To get into the Windows 2000 / XP Safe mode, as the computer is booting press and hold the "F8 Key" which should bring up the "Windows Advanced Options Menu". Use the arrow keys to move to "Safe Mode with Networking" and press the Enter key.


4. Login to the system as usual. 


5. Press Start -> Programs -> Symantec Client Security -> Symantec Antivirus


6. Select Full Scan and click the Scan button:
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Scans this entire computer o viruses and security risks such as adware.
and spyware.

Use this scan to ook inthe boot sector, n programs loaded into memory,

and n al of the fles and folders. A password may be required to scan
netwark drves.
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Sit back and wait. 

In the event a virus or Trojan is found, please notify the FS CIRT at CIRT@fs.fed.us and stand-by for further instructions. 
Once these steps have been completed, you can reboot back into Windows. Please report completion of these steps back to the regional coordinator. 
